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ViewSonic 
Microsoft Entra ID SCIM Instruction v1.0 

This document outlines the steps for establishing a connection to synchronize users from 
Microsoft Entra ID to ViewSonic account system using SCIM. To complete the integration, you 
must first create an enterprise application within your Microsoft Entra ID. 

1. Sign in to Microsoft Azure portal 
2. Choose Microsoft Entra ID and click Enterprise applications from the left panel 

 
3. Click New application 
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4. Click Create your own application 

 
5. Enter a name for your application and choose Non-gallery to create 

 
6. In the application management page, click Provisioning and then click Connect your 

application 
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7. Copy URL and token from ViewSonic entity portal and then paste them in Tenant URL 
and Secret Token 
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8. Click Test Connection to have Microsoft Entra ID try to connect to the SCIM endpoint. If 

the test fails, error information will be displayed. 
9. If the test succeeds, click Create to create the configuration. 
10. After the creation, go back to Provisioning to review Mappings and Settings. 
11. In the Mappings section, there are two sets of attribute mappings: one for users object 

and the other for groups object. Select each one to review the attributes that are 
synchronized from Microsoft Entra ID to ViewSonic account system. 

 
12. Under Settings, the Scope field defines which users and groups are synchronized. Select 

Sync only assigned users and groups (recommended) to only synchronize the users and 
groups assigned in the users and groups objects. 

 
13. Once your configuration is complete, set Provisioning Status to On. 
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14. Click Save to start the Microsoft Entra ID provisioning service and the synchronization 

will be executed automatically with the defined provisioning interval. 


